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Closing the Gap: A DoD Conference on Re-entry for Women Veterans into Cybersecurity Careers addresses two crucial needs: To fill the exponentially growing cybersecurity talent gap in the U.S., and to harness the potential of female U.S. veterans, as well as military spouses, to fill that gap.

In addressing these needs, the George Washington University organizers have assembled a diverse group of advisors from government, the military, academia and industry to help frame the conversation and the initiative toward meaningful action, before and during and beyond the May 25, 2021 Conference date.

“Women Veterans: Competitive Advantage and Disadvantages” is the second in a series of white papers designed to summarize the available knowledge on challenges, best practices and potential solutions moving forward.

What are the challenges for a female veteran or military spouse in moving from a military life to a civilian life, either as a student or a member in industry? What defines each culture, and how do different women view the change, identify a path forward, and avail themselves of resources and support structures? Finally, what role should be played by supportive organizations, the military and the government to address the challenges?

Introduction

Writing in a series in The Atlantic, Maples (2017) noted “I happen to be a woman. This is often inconvenient. It was inconvenient for the military and, now that I’m out of the military, it’s still inconvenient. In multiple surveys and anecdotes, both women who are serving and women who have served repeatedly list gender bias as an issue, though the way it manifests itself differs during and after their time in the military.

Women are the fastest-growing segment of the veteran population – about 10 percent of the nation’s 21.5 million veterans are women. Adding to that number are the military partners. Yet, the inequities in hiring, pay and advances continue. What advantages can women leverage as they pursue their paths forward to meaningful and rewarding employment? On the other hand, what are the challenges and obstacles to be overcome? And what are the current best practices to build on the advantages and negate the challenges?

Gender inequality: When men and women are treated differently because of gender

Are men from Mars and women from Venus? Differences between the genders grow from culturally reinforced social norms and expectations. Researchers note (Weisberg et al, 2011)
that women are said to be empathetic, agreeable, conscientious, “open,” and orderly. Additionally, the characteristics of military veterans – persistence, reliability, conscientiousness and attention to detail – are linked to enhanced job performance and academic achievement.

Technical skills are not the only ones in demand in cybersecurity. Deidre Diamond, CEO of a cyber-staffing company, noted that communication, problem-solving and the ability to work in teams are crucial to cyber security careers. Curiosity, analytical thinking, adaptability — there are numerous soft skills non-technical people bring to cybersecurity. While technical skills are, of course, important, and cybersecurity pros need to know the tools of the trade and the latest threats, non-technical skills also play a role in stopping hackers and securing networks. In addition, no matter how technically capable employees are, it is also critical that they function well within a team environment since most security outcomes are accomplished by teams of experts, each contributing their expertise.

It is important that women highlight their strengths and draw linkages from these strengths to the goals and careers they are pursuing. Women’s problem solving skills and attention to detail relate to the nature of jobs within cybersecurity (Buckley, 2019). Cybersecurity is, as most technology related jobs are, a male dominated environment (estimates range from 14 to 25 % female in the work cohort), and while women faced gendered challenges in their military life (often called gender balance experiences), they also learned to operate in a male environment, a skill they can build upon in cybersecurity. Olivia Rose, CISO at Mailchimp, made just that point when she noted “what women bring to the table are technical skills accompanied by some great women traits such as partnering, communication, emotional IQ, understanding different perspectives and project organization. I’m not saying that men can’t do that. I’m just saying that it’s more innate for women to be successful with these traits” (Mishra, 2020).

Leading teams and negotiation require EQ (emotional intelligence) (Goleman 1998) – the intelligence or ability to manage one’s own emotions in order to engage with others to overcome challenges and diffuse conflicts. In their study, Dahni and Sharma (2017) note that among Indian IT workers, women had a higher EQ and they performed better on their jobs. Additionally, research shows that women have a higher recognition of emotion (ERA) which is, itself, valuable in positive outcomes of negotiation.

Nancy Buckwalter, director of security and privacy at Energae, believes that women leaders generally bring a more democratic approach and more easily build relationships. She argues, “If we can’t build relationships with our business partners, we’re never going to get anything done. Security is not supposed to be the cart leading the horse. We are a service for the business. We are not there to police them or to stop them from doing anything. We’re just providing them the information that they need to move ahead in as risk-free a manner as possible.” (Mishra, 2020)

Issues of gender bias exist both within the military and in the civilian world, and the impact of gender bias underscores the inequities in issues of advancement known as the “glass ceiling,” the issues of equal pay often called a “glass wall,” and even a “glass cliff,” where women are placed in jobs that are already failing or in crisis. Women, both former military and women who have never been in the military, face issues of inequity related to hiring, pay, raises, credit for their work, and leadership opportunities. Military sexual trauma (MST) and post-traumatic stress disorder (PTSD) are widespread (SWAN report 2016), and there are significant gaps in transition services available to women veterans related to wellness, employment, housing and childcare. Even today, most women in civilian careers still perform the bulk of domestic and parental tasks within the household.
The challenges that exist in the hiring and advancement process, both within industry and in academia, are multi-faceted. They range from unconscious bias on the part of hiring managers and leaders to artificial intelligence algorithms that have adapted to more highly rate and select typical white male names, language, and character attributes in resumes. The image below (Figure 1) represents the decisions of hiring agents based on a single resume submitted with different names. The female names, especially those typically stereotyped as associated with a minority community, drew the lowest interest.

A 2017 Frost and Sullivan study on workforce capacity in cybersecurity found that at least 57% of respondents noted that delayed advancement was a challenge for women. Prior longevity within positions may also be a factor for dismissing potential candidates. Some women veterans, who also are military spouses, may face additional barriers to employment, including frequent relocation and increased family duties during a spouse’s deployment.

Specifically as relates to the cybersecurity field, Peacock and Irons (2017) attribute the challenge for women seeking cybersecurity jobs to the fact that computer security is perceived by customers, clients and society as a whole as a “man’s job.” Once hired, some women experience a hostile work environment and unconscious bias in the male-dominated field of cybersecurity.

In addition to the general contexts in which women experience bias or inequity, academia represents its own challenges. Women veterans report isolation and/or invisibility, even at veteran student events. In her doctoral thesis, Carvajal (2017) noted that “Because their experiences are so different from those of their classmates…female veterans often complain of isolation in college.”

Starting salary negotiation can significantly affect an employee’s wages. According to the U.S. Bureau of Labor Statistics (BLS), women earn 80.3% of what men earn, independent of women’s choices to choose lower paying careers. Women employees’ wages are generally lower than those of male employees because males are more likely to negotiate. A Lipman study (2019) found that men are four times more likely to ask for a raise. The study also found that women who ask for raises do so 30% less than men. Artz et al (2018) reported that women who asked for raises received them 15% of the time. On the other hand, men who asked for raises received them 20% of the time.
Best practices: Its everyone’s responsibility to address the gender issue

The responsibility for equity for women in cyber rests heavily on the men in the industry. Best practices involve both tactical and strategic actions. Programs that address the need for skills development, adaptation, equal pay, advancement, and benefits are important. Whether pursuing a career or a degree, mentoring programs are a priority.

Mentoring is key – but it starts with awareness and mentoring training for men and women. Organizations that include women in key leadership positions are more effective, balanced, and successful, men must actively work to recruit and develop talented women. Calling for effective mentorship within the military, Bembenek (2018) notes that the stress has to be on MEntoring. And she notes “Male leaders should approach mentoring women with the seriousness, preparation, and dedication with which they approach any other mission.”. Mentoring programs that incorporate both attention to skill development and support for coping strategies are key for all veterans. Such coping strategies may include an exercise regimen, social interactions, and ways to build self-confidence. U.S. companies have built support for veterans moving into employment. For example, Walt Disney Company Heroes Work Here (HWH) provides tools to learn about networking, resume writing and interview skills. CACI hosts
a Veterans Support Institute (VSI), which provides similar support and adds to that a network of recent and established employees who moved from military service to industry.

For veterans moving into academia, activities such as improved translation of (and credit for) military experience to the academic course work, priority registration for veterans, and programs to support student veterans are recommended and may already be in place at some institutions.

Veterans come from a culture that builds teamwork, competence, resilience, mental agility and organization. These traits are highly valued, and valuable, in industry and government. Business grants from the Veterans Business Outreach Centers and Small Business Development Centers are available to enable women veterans to harness and redirect these skills as entrepreneurs.

Organizations seeking to eliminate inequities faced by female veterans may conduct a salary audit and a review of the negotiation process. During the interview process, hiring managers can adapt from asking for salary history to asking applicants for expectations of salary.

Summary

While all veterans come to their post-military lives with a variety of abilities garnered during their service and with a set of challenges to move into academia or a career, women face additional challenges. Layered over top of the known transition issues are inequities due to unconscious bias, pay discrepancies, and the struggles to advance through the “glass ceiling.”

As women determine next steps post-service, they are encouraged to focus on and leverage their unique competitive advantages, such as the ability to manage diverse teams, to listen carefully to others’ concerns, or to articulate winnable positions.

Best practice programs offer support for the veteran via mentoring programs and calls for policy and practice changes in academia and industry.
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